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1
SYSTEM AND METHOD OF USING RFID TAG
PROXIMITY TO GRANT SECURITY ACCESS
TO A COMPUTER

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application claims the benefit of U.S. Provisional
Application No. 61/023,371, entitled “SYSTEM AND
METHOD OF USING RFID TAG PROXIMITY TO
GRANT SECURITY ACCESS TO A COMPUTER?”, filed
Jan. 24, 2008, and is hereby incorporated by reference.

BACKGROUND

Different methods currently exist for restricting access to a
computer. For example, a password or mobile key may be
provided to an authorized user to permit the user to access a
computer. The user must supply a password or mobile key
upon logging in or when opening an application, otherwise
access will be denied. However, security fraud may still be
perpetrated with these security methods.

There is a need for a system that overcomes the above
problems, as well as providing additional benefits. Overall,
the above examples of some related systems and associated
limitations are intended to be illustrative and not exclusive.
Other limitations of existing or prior systems will become
apparent to those of skill in the art upon reading the following
Detailed Description.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 depicts a block diagram for an example system
using RFID tag proximity to grant security access to a com-
puter.

FIG. 2 shows a block diagram of an example computer that
uses RFID tag proximity to grant security access.

FIG. 3 is a flow chart illustrating an example of a method of
granting security access to a computer using pre-authorized
RFID tags.

FIG. 4 shows an example of a data structure used in a
security access system using RFID tag proximity.

DETAILED DESCRIPTION

Described in detail below is a method of granting security
access to a user possessing a pre-authorized RFID tag. The tag
must be within a minimum read distance of an RFID reader
coupled to, integrated in, or associated with the computer. If
the tag identification number or other applicable data on the
tag corresponds to the data stored in a security database,
access is granted to the user.

Various aspects of the invention will now be described. The
following description provides specific details for a thorough
understanding and enabling description of these examples.
One skilled in the art will understand, however, that embodi-
ments of the invention may be practiced without many of
these details. Additionally, some well-known structures or
functions may not be shown or described in detail, so as to
avoid unnecessarily obscuring the relevant description.

The terminology used in the description presented below is
intended to be interpreted in its broadest reasonable manner,
even though it is being used in conjunction with a detailed
description of certain specific examples of the invention. Cer-
tain terms may even be emphasized below; however, any
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terminology intended to be interpreted in any restricted man-
ner will be overtly and specifically defined as such in this
Detailed Description section.

A security access system for a computer which requires a
user to be within a certain predetermined radius of a com-
puter, for example three feet, may be used alone or in con-
junction with other types of security access systems, such as
passwords, mobile keys, and biometric sensors. Requiring a
user to be physically located near a computer may be advan-
tageous. For example, a remote hacker would not be able to
access the computer. In addition, if the computer has a fixed
location, it may be monitored by cameras or security guards,
thus increasing the number of security layers available to
detect security fraud.

As shown in FIG. 1, a security access system 100 requiring
proximity to a computer may be established using an RFID
reader and tag system. The computer to be protected, whether
stationary 120 or mobile 110, may contain or be closely
coupled to an RFID reader. Thus, RFID tags 130 within a
certain radius of the RFID reader may also be substantially
within the same radius of the computer. Users to be granted
access to the computer may be provided RFID tags having
stored therein pre-authorized identification numbers.

An example of a block diagram of a computer system 200
is shown in FIG. 2; the system 200 is applicable to both the
fixed computer 120 and mobile laptop computer 110. Note
that FIGS. 1 and 2 and the associated discussion provide a
brief, general description of a suitable computing environ-
ment in which techniques discussed herein can be imple-
mented. Although not required, aspects of the invention are
described in the general context of computer-executable
instructions, such as routines executed by a general-purpose
computer, e.g., stationary and mobile computers. Those
skilled in the relevant art will appreciate that these concepts
can be practiced with other communications, data processing,
or computer system configurations, including: Internet appli-
ances, hand-held devices (including personal digital assis-
tants (PDAs)), wearable computers, all manner of cellular or
mobile phones, multi-processor systems, microprocessor-
based or programmable consumer electronics, set-top boxes,
network PCs, mini-computers, mainframe computers, server
computers, and the like. Indeed, the terms “computer” and the
like are generally used interchangeably herein, and refer to
any of the above devices and systems, as well as any data
processor.

Aspects of the invention can be embodied in a special
purpose computer or data processor that is specifically pro-
grammed, configured, or constructed to perform one or more
of the computer-executable instructions explained in detail
herein. Aspects of the invention can also be practiced in
distributed computing environments where tasks or modules
are performed by remote processing devices, which are
linked through a communications network, such as a Local
Area Network (LAN), Wide Area Network (WAN), or the
Internet. In a distributed computing environment, program
modules may be located in both local and remote memory
storage devices. For example, the stationary computer 120
may be coupled via a network to other computers (not
shown).

Aspects of the invention may be stored or distributed on
computer-readable media, including magnetically or opti-
cally readable computer discs, hard-wired or preprogrammed
chips (e.g., EEPROM semiconductor chips), nanotechnology
memory, biological memory, or other data storage media.
Indeed, computer implemented instructions, data structures,
screen displays, and other data under aspects of the invention
may be distributed over the Internet or over other networks
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(including wireless networks), on a propagated signal on a
propagation medium (e.g., an electromagnetic wave(s), a
sound wave, etc.) over a period of time, or they may be
provided on any analog or digital network (packet switched,
circuit switched, or other scheme).

As shown in FIG. 2, the computer 200 includes the follow-
ing elements for establishing an RFID tag proximity security
system: one or more processors 210, memory units 220, a
database 230, and an RFID reader 240. Of course, the com-
puter 200 may include other elements (not shown), including
input or output elements such as a printer, plotter, audio
speakers, tactile or olfactory output devices, network connec-
tion, wireless transceiver, keyboard, pointing device (e.g.
mouse), microphone, joystick, pen, game pad, scanner, digi-
tal camera, video camera, etc.

The processor 210 may run RFID reader applications that
may be stored in the memory. The processor 210 may also
compare identification data read from an RFID tag to security
access information in a database 230. Memory 220 may
include but is not limited to, RAM, ROM, and/or any combi-
nation of volatile and non-volatile memory. The database 230
may be stored in the memory, and may include RFID tag
identification data for users authorized to access the computer
or applications on the computer. Alternatively, the database
230 may contain other identifying tag information config-
urable on the RFID tags and readable by the RFID reader 240.
The tag information may be either encrypted or not encrypted
using known cryptographic protocols or RFID standards. If
the information is encrypted, the processor 210 may decrypt
the information read and stored by the RFID reader 240 in
memory 220 by using a decryption key.

The RFID reader 240 includes at least one antenna for
transmitting RF signals to RFID tags and/or scanning for or
receiving RF signals from RFID tags. The RFID reader 240
reads identification data associated with RFID tags within
range. The RFID reader 240 may be programmed to respond
only to RFID tags within a selectable distance, for example
three feet, although the range can certainly be adjusted to fit
specific user needs. The RFID reader 240 may contain logic
for determining the distance an RFID tag is from the reader
based upon the received signal strength. Alternatively, the
RFID reader 240 may include two or more antennas that have
known separations. Based upon the signal strength received at
each of the antennas and the lag time between detecting an
RFID tag’s presence at each antenna, it is possible to trian-
gulate the location of the RFID tag to give higher resolution as
to the proximity of the RFID tag from the reader. Alterna-
tively or additionally, the tag 130 may be incorporated into
another device, such as a mobile phone that has location
determining capabilities, such as a global positioning system
(GPS), where such determined location may be communi-
cated to the computer 200 and/or the RFID reader 240.
Indeed, the tag 130 may be incorporated into any device, or
even into a human.

FIG. 3 illustrates an example of a procedure 300 for grant-
ing security access to a user within a certain range of a
particular computer. At decision block 310, the RFID reader
determines whether an RFID tag is within a predetermined
range of the reader attached to the computer. The reader may
be searching at regular intervals, for example polling for
RFID tags every half second. Alternatively, the RFID reader
may be in a power save mode and prompted by a user to verify
an RFID tag. If no tag is within range (block 310—No), the
system remains at decision block 310, waiting and searching
for an RFID tag to come within range.

If an RFID tag is within range (block 310—Yes), at block
320, the RFID reader reads the RFID tag which has come
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within range of the computer. The reader may be programmed
to read the identification number of the RFID tag which is
unique to every RFID tag. Alternatively, the reader may be
programmed to read data from a configurable data area on the
tag, where the data may or may not be encrypted. If the data
is encrypted, the RFID reader or the attached computer has
the key to decrypt the data.

Atblock 330, the data read by the RFID reader is compared
to a database or file system of security access data. The
database or file system may be local to the RFID reader,
located in the computer attached to the reader, or even located
in a remote repository at a server.

At decision block 340, the RFID reader or computer pro-
cessor determines whether the data read from the RFID tag
matches the security access data. If the data does not match
(block 340—No), at block 345 access is denied to the user and
the user is appropriately notified. The notification may be
made upon the screen of the computer, on a separate display
located near the computer, or announced verbally through a
speaker. It will be apparent to a person skilled in the art that
other notification methods may be used. The process then
returns to decision block 310 where the RFID reader contin-
ues to search for other RFID tags within range.

If the data from the RFID tag matches the security access
data (block 340—Yes), at block 350 the RFID reader or
computer determines whether the user assigned the identified
RFID tag is granted the right to access the computer. Alter-
natively, the security access data may indicate individual
applications, databases, and/or files the user may be permitted
to access.

At block 360, the appropriate access is granted to the user,
and the user is notified. However, if the RFID tag proximity
security system is used in conjunction with other security
systems, the user must also satisfy the requirements of the
other systems. For example, the user may still be required to
enter a system password to access the computer or a password
particular to an application or database to be granted access to
that application or database.

Once a user has been granted access to the computer,
application, or database on the computer, the user’s RFID tag
must stay within the predetermined proximity range of the
RFID reader in order for the user to continue to access the
computer, application, or database. Thus, at decision block
370, it is determined whether the RFID tag granted access is
still within range of the reader. If the RFID tag remains within
range (block 370—Yes), the user’s access rights remain valid,
and the system remains at decision block 370 to determine
whether the RFID tag ever moves beyond the acceptable
proximity range.

If the RFID tag, assumed to be attached to the assigned
user, moves beyond the pre-set proximity range for the reader
(block 370—No), the user’s access rights are revoked at block
345. Methods by which this may be accomplished include,
but are not limited to, blanking the screen, immediately log-
ging the user off, providing a warning to return within range
within a certain time period or risk being logged off. Addi-
tionally, the user is notified that the RFID tag is beyond the
acceptable proximity range. The process then flows to deci-
sion block 310 where the RFID reader searches for the pre-
viously identified RFID tag and other RFID tags within range.

A scenario may exist where multiple RFID tags, for
example three tags, come within range of the reader simulta-
neously. However, only two of the users associated with the
three tags may have permission to access the computer, appli-
cations, or files on the computer. The system would then deny
access to the two users who have access rights in order to
prevent the third unauthorized user from obtaining any infor-
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mation, whether through eavesdropping or voluntarily
offered by the authorized users. Thus, the RFID proximity
system prevents authorized users from circumventing the
security system without receiving authorization from an
administrator or system manager responsible for assigning
and distributing RFID tags authorizing access to the com-
puter or its applications. Similarly, if an authorized user is
working at a protected computer and an unauthorized user
comes within range of the RFID reader, the system may blank
the screen to prevent the unauthorized user from viewing any
information.

An example of a data structure 400 used by an RFID tag
proximity security system is shown in FIG. 4. A user identi-
fication number is listed in the first column 410. Alternatively,
data which may be written into a configurable data area on an
RFID tag may occupy the first column. Examples of config-
urable data include, but are not limited to, the group an
employee works for, and information identifying an autho-
rized client of a software package.

The applications accessible from the computer by the par-
ticular user are listed in the second column 420 of the data
structure 400. Alternatively, overall access to the computer
may be listed in the second column 420.

The permissions for each of the applications granted to a
particular user are listed in the third column 430 of the data
structure 400. Permissions may include, but are not limited to,
reading only with no permission to add or delete data (read),
reading and writing with permission to add data but not to
delete data (write), and reading and writing with permission
to add and delete data (delete). Thus, some users have only
certain rights with respect to certain applications, databases,
etc., as defined by the data structure. Such permissions may
be implemented using, e.g., access control lists (ACLs)
within an operating system such as Microsoft Windows.

The words “herein,” “above,” “below,” and words of simi-
lar import, when used in this application, shall refer to this
application as a whole and not to any particular portions of
this application. Where the context permits, words in the
above Detailed Description using the singular or plural num-
ber may also include the plural or singular number respec-
tively. The word “or,” in reference to a list of two or more
items, covers all of the following interpretations of the word:
any of the items in the list, all of the items in the list, and any
combination of the items in the list.

The above detailed description of embodiments of the
invention is not intended to be exhaustive or to limit the
techniques discussed herein to the precise form disclosed
above. While specific embodiments of, and examples for, the
invention are described above for illustrative purposes, vari-
ous equivalent modifications are possible within the scope of
this application, as those skilled in the relevant art will rec-
ognize. For example, while an RFID reader for reading RFID
tags is mentioned, any reading apparatus for reading devices
emitting radio-frequency signals may be used under the prin-
ciples disclosed herein. Further any specific numbers noted
herein are only examples: alternative implementations may
employ differing values or ranges.

The teachings of the techniques provided herein can be
applied to other systems, not necessarily the system described
above. The elements and acts of the various embodiments
described above can be combined to provide further embodi-
ments.

While the above description describes certain embodi-
ments of the invention, and describes the best mode contem-
plated, no matter how detailed the above appears in text, the
concepts can be practiced in many ways. Details of the system
may vary considerably in its implementation details, while
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still being encompassed by the techniques disclosed herein.
As noted above, particular terminology used when describing
certain features or aspects of the invention should not be taken
to imply that the terminology is being redefined herein to be
restricted to any specific characteristics, features, or aspects
of'the invention with which that terminology is associated. In
general, the terms used in the following claims should not be
construed to limit the techniques discussed herein to the spe-
cific embodiments disclosed in the specification, unless the
above Detailed Description section explicitly defines such
terms. Accordingly, the actual scope of this application
encompasses not only the disclosed embodiments, but also all
equivalent ways of practicing or implementing the techniques
discussed herein under the claims.

I claim:
1. A system for granting security access to one or more
software applications on a computer, comprising:
an RFID reader configured to:
scan an RFID tag that is within a proximity range of the
computer, and

read identification data associated with the RFID tag in
response to a proximity of an RFID tag to the com-
puter being within the proximity range;
a database storing specific software permissions that are
associated with the identification data of the RFID tag,
wherein the software permissions are for specific users
to gain access to the one or more software applications;
and
a processor that:
compares the identification data associated with the
RFID tag to the specific software permissions stored
in the database in response to the RFID tag being
detected to have entered the proximity range,

grants access to only selected software applications on
the computer if the comparison of the identification
data associated with the RFID tag and the specific
software permissions of a user associated with the
identification data of the RFID tag is favorable based
on the RFID tag entering the proximity area, wherein
the access is limited to the specified permissions,

denies access to predetermined software applications if
the comparison of the identification data associated
with the RFID tag and the specific software permis-
sions is not favorable and if the RFID tag is within the
proximity range;

after the granting of access, determining if the RFID tag
is still in the proximity range, and if the RFID tag is
determined to still be within the proximity range,
continuing to grant access to the selected software
applications, but if the RFID tag is determined to not
be within the proximity range, determining that the
RFID tag has not been within the proximity range by
determining that a lag time between the RFID tag and
the RFID reader is greater than a predetermined
threshold, and denying access to the selected software
applications in response to determining that the lag
time is greater than the predetermined threshold.

2. The system of claim 1 wherein the RFID reader com-
prises at least two antennas having a known separation to
receive a signal from the RFID tag and a processor to deter-
mine a lag time between detecting the signal at each antenna
and the signal strengths at each antenna to determine a loca-
tion of the RFID tag.

3. The system of claim 1 wherein the RFID reader or
processor uses global positioning system data corresponding
to the RFID tag to determine a location of the RFID tag.
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4. The system of claim 1 wherein the RFID reader or
processor is further configured to decrypt encrypted identifi-
cation data.

5. The system of claim 1, wherein the RFID reader is
further configured to determine when the RFID tag associated
with the user who has been granted access to selected appli-
cations moves beyond the proximity range of the computer,
and further wherein the processor is further configured to
warn the user to return to the proximity range of the computer
within a time period or the user will be logged off.

6. The system of claim 1, wherein the proximity of the
RFID tag is determined based upon a signal strength and a lag
time between detecting the RFID tag proximity at each of the
two or more antennas received where each two or more anten-
nas have a known separation.

7. A system for granting security access to only one or more
software applications on a computer, comprising:

means for scanning the RFID tag within a proximity range

of the computer and reading identification data associ-
ated with the RFID tag in response a proximity of an
RFID tag to the computer being within the proximity
range;

means for storing specific software permissions associated

with the RFID tag for the one or more software applica-
tions granted to specific users;

means for comparing the identification data associated

with the RFID tag to the specific software permissions
associated with the RFID tag such that access is granted
to a user to only a selected applications on the computer
associated with the specific software permissions if the
identification data is found in the specific software per-
missions, wherein access is limited to the specified per-
missions for the user, and

denying access to only predetermined software applica-

tions if the identification data is not found in the specific
software permissions,

wherein, after the granting of access, the system deter-

mines if the RFID tag is still in the proximity range, and
if the RFID tag is determined to still be within the prox-
imity range, continuing to grant access to the selected
software applications, but if the RFID tag is determined
to not be within the proximity range by determining that
a lag time between the RFID tag and the RFID reader is
greater than a predetermined threshold, denying access
to the selected software applications.

8. The system of claim 7, wherein the means for scanning
determines when the RFID tag associated with the user who
has been granted access to selected applications moves
beyond the proximity range of the computer, and the system
further comprises a means for warning the user to return to the
proximity range of the computer within a time period or the
user will be logged off.

9. A method of granting security access to one or more
software applications on a computer, comprising:

receiving a first identification data associated with a first

RFID tag, wherein the first RFID tag is within a prox-
imity range of an RFID reader or the computer;

comparing the first identification data associated with a

first RFID tag to security access information associated
with the RFID tag stored in a database, wherein the
security access information includes specific permis-
sions associated with the RFID tag for the one or more
software applications granted to specific users;
granting access to a first user to only pre-selected applica-
tions on the computer if the first identification data is
found based on the comparison of the first identification
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data to the security access information stored in the
database and associated with the RFID tag;

denying access to predetermined software applications if

the first identification data is not found based on the
comparison of the first identification data to the security
access information stored in the database;

reading a second identification data associated with the

second RFID tag in response to a second RFID tag being
within the proximity range of the computer;

comparing the second identification data to security access

information stored in the database; and

removing the first user’s access to one or more selected

applications on the computer if the second identification
data is not found based on the comparison of the second
identification data to the database, and otherwise con-
tinue permitting access to the first user,

after the granting of access to the first user, determining if

the RFID tag is still in the proximity range, and if the
RFID tag is determined to still be within the proximity
range, continuing to grant access to the first user to the
selected applications, but if the RFID tag is determined
to not be within the proximity range by determining that
a lag time between the RFID tag and the RFID reader is
greater than a predetermined threshold, denying access
to the first user to the selected applications.

10. The method of claim 9, further comprising decrypting
the first identification data associated with the first RFID tag,
wherein the first identification data is encrypted.

11. The method of claim 9 wherein scanning for the first
RFID tag occurs upon prompting by the first user.

12. The method of claim 9 wherein granting access to
selected applications occurs subject to one or more other
computer security systems.

13. The method of claim 9, wherein the proximity of the
RFID tag is determined based upon a signal strength and a lag
time between detecting the RFID tag proximity at each of'the
two or more antennas received where each two or more anten-
nas have a known separation.

14. A method of granting security access to one or more
applications on a computer, comprising:

searching for a first RFID tag using an RFID reader;

when the first RFID tag is near the RFID reader, reading

first identification data associated with the first RFID
tag;

comparing the first identification data associated with the

first RFID tag to specific software permissions associ-
ated with the RFID tag for the one or more applications
granted to specific users;

granting access to only selected applications or data on the

computer based upon the comparison of information in
the database;

denying access to predetermined software applications

based upon the comparison of information in the data-
base based on the RFID tag entering into the proximity
range; and

after the granting of access, determining if the RFID tag is

still in the proximity range, and if the RFID tag is deter-
mined to still be within the proximity range, continuing
to grant access to the selected applications, but if the
RFID tag is determined to not be within the proximity
range, determining that a lag time between the RFID tag
and the RFID reader is greater than a predetermined
threshold, and denying access to the selected applica-
tions in response to the lag time being greater than the
predetermined threshold.

15. The method of claim 14, further comprising determin-
ing a proximity of the first RFID tag from the computer,



US 9,264,231 B2

9

wherein determining a proximity of the first RFID tag from
the computer comprises using a received signal strength from
the first RFID tag.

16. The method of claim 14, further comprising determin-
ing a proximity of the first RFID tag from the computer,
wherein determining a proximity of the first RFID tag from
the computer comprises using at least two antennas having a
known separation to receive a signal from the RFID tag and
using a signal strength at each antenna and a lag time between
detecting the signal at each antenna to determine a location of
the RFID tag.

17. The method of claim 14, further comprising determin-
ing a proximity of the first RFID tag from the computer,
wherein determining a proximity of the first RFID tag from
the computer comprises using a global positioning system to
determine a location of the RFID tag.

18. The method of claim 14, further comprising:

searching for a second RFID tag;

determining a proximity of the second RFID tag from the

computer,

reading a second identification data associated with the

second RFID tag if the proximity from the computer is
within a predetermined distance, and otherwise ignoring
the second RFID tag;

comparing the second identification data to the database of

security access information; and

removing the first user’s access to one or more selected

applications on the computer if the second identification
data is not found based upon information in the database
for the one or more selected applications, and otherwise
continue permitting access to the first user.

19. The method of claim 14, wherein the proximity of the
RFID tag is determined based upon a signal strength and a lag
time between detecting the RFID tag proximity at each of the
two or more antennas received where each two or more anten-
nas have a known separation.

20. A non-transitory computer-readable medium encoded
with processing instructions for implementing a method, per-
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formed by a computer, for granting access to applications on
a computer, the method comprising:

at least intermittently scanning for a first RFID tag within
a proximity range of the computer;

reading first identification data associated with the first
RFID tag in response to the proximity of an RFID tag to
the computer being within the proximity range;

comparing the first identification data to a database of
security access information;

granting access to a first user to only selected software
applications on the computer if the first identification
data is found based on the comparison to the database,
and

denying access to the selected software applications if the
first identification data is not found based on the com-
parison to the database;

scanning for a second RFID tag within the proximity range
of the computer;

reading a second identification data associated with the
second RFID tag;

comparing the second identification data to the database of
security access information; and

removing the first user’s access to one or more selected
applications on the computer if the second identification
data is not found based on the comparison of the second
identification data to the database, and otherwise con-
tinue permitting access to the first user; and

after the granting of access, determining if the RFID tag is
still in the proximity range, and if the RFID tag is deter-
mined to still be within the proximity range, continuing
to grant access to the selected applications, but if the
RFID tag is determined to not be within the proximity
range by determining that a lag time between the RFID
tag and the RFID reader is greater than a predetermined
threshold, denying access to the selected applications.
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